Disclaimer

This presentation does not contain or constitute an offer of securities for sale or an invitation or inducement to invest in securities in France, the United States or any other jurisdiction.

This presentation contains forward-looking statements. Forward-looking statements are statements that are not historical facts. These statements include projections and estimates and their underlying assumptions, statements regarding plans, objectives, intentions and expectations with respect to future financial results, events, operations, services, product development and potential, and statements regarding future performance or events. Forward-looking statements are generally identified by the words “expects”, “anticipates”, “believes”, “intends”, “estimates”, “plans”, “projects”, “may”, “would” “should” and similar expressions. Although Cap Gemini’s management believes that the expectations reflected in such forward-looking statements are reasonable, investors are cautioned that forward-looking information and statements are subject to various risks and uncertainties (because they relate to events and depend on circumstances that may or may not occur in the future), many of which are difficult to predict and generally beyond the control of Cap Gemini, that could cause actual results and developments to differ materially from those expressed in, or implied or projected by, the forward-looking information and statements. No one should therefore unduly rely on these forward-looking statements as they reflect only the judgment of Cap Gemini’s management at the date of this presentation and are not intended to give any assurances or comfort as to future results. Other than as required by applicable law, Cap Gemini does not undertake any obligation to update or revise any forward-looking information or statements.
Cybersecurity
Securing the digital world against cyber attacks and malicious internal behavior

To include cybersecurity in most digital transformation projects

**MOBILITY projects**

Operational Technology (OT): industrial systems and manufacturing IT systems [Gartner]

**CLOUD projects**

IaaS Private & Public Cloud
SaaS applications

**ANALYTICS/BIG DATA projects**

Security of Hadoop Infrastructure

More than 2500 people with cybersecurity skills

1. Deep know-how of security products
2. End to end services
   - We Advise
   - We Protect
   - We Monitor
3. We protect IT & OT & IoT

(*) Operational Technology (OT): industrial systems and manufacturing IT systems [Gartner]
Intelligent Cybersecurity Services

1 Cybersecurity framework

3 families of Cybersecurity Services

Consulting & Audit Services
Protection Services
Monitoring Services

Applications Security
Data Security
Data Centers Security
Users Identity & Access Management

(*) Operational Technology (OT): industrial systems and manufacturing IT systems  [Gartner]
Our vision

Continue to develop and strengthen our existing 2 main activities

BECOME the best cybersecurity services company in 5 KEY domains leveraging Packaged Services

Packaged services: replicable proposals with reference security architecture: methodologies, templates, delivery tools…
2015 successes

**Standalone cybersecurity deals**
- World leading Aircraft manufacturer
  Framework contract signed in Q1’15
- World leading Insurance company
  Framework contract signed in Q1’15
- Worldwide large French bank
  7.5M signed in Q2’15

**Cybersecurity services as part of larger deals**
- World leading Dutch bank
  > 4M signed in Q1’15
- UK Retail banking
  3.4M signed in Q2’15
- Large European Post Office
  Signed in Q2’15
- Worldwide large French bank
  Signed in Q1’15
- IT infra of a USA State
  5M signed in Q2’15
- Well known car brand
  3.48M signed in Q2’15
2015 successes

Monitoring services: Security Operation Centers

- Design & build projects
- Managed security services
- Leveraging of ecosystem of security products suppliers

Gain complete visibility of the IT and security system to detect, analyze and react to cyberattacks.

- Detect and analyze even the most advanced attacks before they can impact the business.
- React: take targeted action on the most important incidents.

Worldwide security monitoring of a large French bank

7.5M signed in Q2’15
2015 successes

THOUGHT LEADERSHIP
- IOT security white paper
- Connected vehicle security white paper
- FIC security conference in Lille (Jan 2015)
  - Security of industrial systems and IoT
  - Speaker F. Greverie
  - Participants: >1000 people

AWARDS/LABEL
- IBM InterConnect: IBM Security Systems’ **Global Innovation Award**
- IBM Beacon Award Finalist – category «**Outstanding Security Solution**».
- French cybersecurity label for Audit – ANSSI
Our Ambition

To be the TRUSTED Cybersecurity services LEADER with an European DNA

Above 300 recruitments planned in 2015